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NFIB Disclaimer: While every effort is made to ensure the accuracy of the information or material contained in this alert, it is provided in 

good faith on the basis that the Commissioner, the City of London Police and its police officers and staff accept no responsibility for the 

veracity or accuracy of the information or material provided and accept no liability for any loss, damage, cost or expense of whatever kind 

arising directly or indirectly from or in connection with the use by any person, whomsoever, of any information or material herein. The 

quality of the information and material contained in this document is only as good as the information and materials supplied to the City of 

London Police. Should you or your police force hold information, which corroborates, enhances or matches or contradicts or casts doubt 

upon any content published in this Alert, please contact the City of London Police NFIB by return. 

Any use of the information or other material contained in this document by you signifies agreement by you to these conditions.  
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ONLINE JOB RECRUITMENT 

The National Fraud Intelligence Bureau (NFIB) and Action Fraud have noticed a rise in the reporting of victims being 

recruited via social media to sell items for suspects on popular online auction sites. Victims are persuaded that this 

will be a quick way of making money. 

The items are said to be bankrupt stock, purchased via auctions, and need to be sold on quickly. The majority of the 

items reported have been Apple Mac Book Pro/Electrical Items. 

The victim places the items on the auction site and once the items are sold, the victim gets paid and transfers the 

funds to the suspect/recruiter. Once the suspect/recruiter gets the funds, the purchasers are claiming that they have 

received empty cereal boxes or often no goods at all, leaving the victim being reported as the actual suspect, and 

leaving them out of pocket as their account will be debited. 

PROTECTION / PREVENTION ADVICE 

 

 Consider conducting research on other information provided by the seller, for example a mobile phone 
number or email address could alert you to negative information associated with the number/email address 
online.   

 Be very cautious of unsolicited emails or approaches over social media promising opportunities to make easy 
money.  

 When accepting offers, verify the company/entity details provided to you and check whether they have been 
registered in the UK.   

 If you think the deal or offer is too good to be true then it probably is!   
 
If you have been affected by this, or any other scam, report it to Action Fraud by calling 0300 123 2040, or visiting 
www.actionfraud.police.uk 

 

FEEDBACK 

The NFIB needs feedback from our readers to evaluate the quality of our products and to inform our priorities. 
Please would you complete the following NFIB feedback survey through: 
https://www.surveymonkey.com/r/FeedbackSDU. This should take you no more than 2 minutes to complete. If you 
have other feedback or additional information that you would prefer to provide by email please send to 
NFIBfeedback@cityoflondon.pnn.police.uk.  
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